Chris Mattmann’s vision for data science (Nature 493, 473-475; 2013) characterizes the need for tools to cope with its volume, velocity, and variety. We agree that architectural patterns and collaboration models are needed to integrate algorithms, data formats, data stewardship, and re-focusing of data science. Data veracity should be considered as a fourth feature; see “Demystifying Big Data—A practical guide to transforming the business of government,” by
TechAmerica Foundation’s Federal Big Data Commission (2012)1. Here, veracity is defined by the data provenance, and its quality in terms of completeness (e.g., sufficient data and no null values); consistency [e.g., proper conversion among measurement units, measurement and analysis assumption(s) in accord among all components]; correctness (e.g., no negative distances or times); and explicitly defined error bars (e) in the value (v) with |e|<v to account for noise and systematic error. Other veracity-related issues include fraudulent or plagiarized data, methodological errors (e.g., faster-than light neutrinos in 2012), and reliable hardware and software for the data acquisition, analysis, and storage.  Indeed, poor data veracity has precipitated major failures, such as erroneous predictions for the International Thermonuclear Experimental Reactor (1996); loss of NASA’s Columbia space shuttle (2003) that might have been averted by data from a telescopic or extra-vehicular inspection; erroneous predictions of the Deep Water Horizon blowout (2010); and radiotherapy overdosing by the THERAC machine without reporting (contrary to 2010 US law). Thus, well-defined practices and standards for data veracity are urgently needed.
1http://www.techamerica.org/Docs/fileManager.cfm?f=techamerica-bigdatareport-final.pdf

Lee Hively (corresponding author: hivelylm@ornl.gov)

Andrew Loebl

Jennifer Stoll

Oak Ridge National Laboratory Oak Ridge, TN, USA 37831-6418
